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Module 1: 

Working within the Private Security Industry: Minimum 9 hrs of reading 

required by distance learning excluding assessment. 
 

The Private Security Industry 

The key purpose of the security industry 

Security' is a state or feeling of being safe and secure. The private security 

industry in the UK provides manned and technical protection to premises, 

people and their property. It is also now making a major contribution to the 

prevention of crime. Security can be provided to clients in three main ways: 

 Manned security - where one or more security operatives work on a 

site providing both a deterrent against crime and an immediate 

response to incidents as they occur. 

 Physical security - physical deterrents such as locks, alarms, barriers, 

grills to help reduce crime. 

 Systems - electronic and other technical systems to monitor premises 

for crime and other dangers, such as intruder alarms, fire detection 

systems and closed-circuit television (CCTV) systems. 

Who is a security operative 
 

A 'security operative' is the general term used throughout this book to 

describe any person paid or used to provide any form of manned security 

to a client or premises. This term includes:  

 door supervisors, 

 uniformed security officers, 

 store detectives, 

 CCTV operators, 

 vehicle immobilizers, 
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 Cash and valuables in transit operatives and close protection 

operatives. 

How does a SIA license looks 
 

 

The key bodies 
 

 Security companies and individual security operatives work with a 

number of other 'key bodies' in their efforts to protect their clients and 

to prevent crime. These bodies ail fulfill different functions, but all play 

a role in the provision of general security. Some of the key bodies we 

need to be aware of include: 

 The Police: Security operatives now work closely with the police 

service, and are now considered to be part of the wider police 

partnership. 

 Local Authorities (councils) : Security operatives sometimes work 

on or at premises owned, managed or licensed by the local 

authorities 

 Skills for Security: Skills for Security, a not-for-profit sector skills 

body, was created by employers to work with and on behalf of the 

security industry to improve standards of professionalism, and to 

provide access to training and qualifications within the sector. 

National Security Inspectorate (NSI): The National Security 



4 
 

Inspectorate is the security industry's leading approvals and 

certification body. It inspects companies providing home security, 

business security and fire safety services. 

 British Standards Institution (BSI): The British Standards Institution 

is the national standards body for the UK. It develops private, national 

and international standards for companies in a variety of sectors, 

including security. 

 Various security trade associations: The private security industry 

now has a range of different trade associations to represent it, 

including the British Security Industry Association (BSIA) and the 

International Professional Security Association (IPSA).These two are 

for the wider private security 

industry, but there are others that represent specific sectors. 

 The Security Industry Authority (SIA): The SIA is the government 

body set up to license the private security industry in the UK 

 

The aims and functions of the Security Industry Authority (SIA) 

The organization responsible for regulating the private security industry is 

called the Security Industry Authority (SIA). The SIA is a non-departmental 

public body reporting to the Home Secretary, under the terms of the Private 

Security Industry Act 2001. Its mission is to regulate the private security 

industry effectively, to reduce criminality, raise standards and recognize 

quality service. 

The SIA has two main duties. 

1. The first is the compulsory licensing of individuals undertaking 

designated activities within the private security industry. 

2. The second is to manage the voluntary Approved Contractor 

Scheme, which measures private security companies against 

independently assessed criteria. 

Licensing 

SIA licensing covers security guarding, door supervision, close protection, 

cash and valuables in transit, public space surveillance using CCTV, key 

holding and vehicle immobilizing. Licensing ensures that private security 
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operatives are 'fit and proper' persons who are properly trained and 

qualified to do their job Anyone wishing to work as a security operative 

must have an SIA license before they can start  work. To work without a 

license is now a criminal offence. Anyone found working in security without 

a license can be fined up to £5,000, or could go to prison for up to six 

months. 

It is also a criminal offence for an employer to use an unlicensed security 

operative. 

To get a license you need to apply to the SIA itself. Your identity will be 

checked, you will be required to undergo the specified training, your 

criminal record will be checked and you will be required to pay the license 

fee. Your license will last for three years, after which time you will need to 

renew it. (A vehicle immobilizer’s license needs renewing annually). 

As a license holder you will be expected to abide by the SIA's Code of 

Behavior. These standards are to set, raise and maintain national 

standards of behavior of security operatives. 

SIA Approved contractor scheme (ACS) 
 

SIA introduced a set of operational and performance standards for private 

security companies. Companies that meet these standards are awarded 

Approved Contractor status. This accreditation provides purchasers of 

private security services with independent proof of a company's 

commitment to quality. 

The different security sectors 
 

 Door supervisors: A door supervisor 

carries out security duties in or at 

licensed premises, like pubs and 

nightclubs (even off licenses), 

preventing crime and disorder and 

keeping staff and customers safe. 
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 Security officers (guarding): A security officer guards premises 

against unauthorized access or 

occupation, or against outbreaks of 

disorder or against damage. They 

also guard property against being 

stolen or against being otherwise 

dishonestly taken or obtained. They 

may also guard one or more individuals against assault or against 

injuries that might be suffered in consequence of the unlawful 

conduct of others. 

 Security officers (key holding) : Key holding is where a security 

officer keeps custody of, or controls access to, any key or similar 

device for operating (whether mechanically, electronically or 

otherwise) any lock. 

 Cash and valuable sin transit operatives: Cash and valuable sin 

transit operatives refer to guarding property against destruction or 

theft while being transported in specially purpose built armored 

vehicles. 

 CCTV operators: CCTV operators carry 

out guarding activities using closed-circuit 

television equipment, to either monitor the 

activities of members of the public in a 

public or private place, or to identify a 

particular person. This includes the use of 

CCTV to record images to be viewed on non-CCTV equipment. 

 Close protection operatives: Close 

Protection is guarding one or more 

individuals against assaults or injuries that 

might be suffered in consequence of the 

unlawful conduct of others. 

 Vehicle immobilizers: Vehicle immobilizers are security operatives 

who either remove or relocate vehicles, restrict the movement of 

vehicles using a device, or release vehicles after demanding or 

collecting a charge 
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All of the above includes providing a physical presence, or carrying out a 

form of patrol or surveillance to deter crime. 

The qualities of a security operative 
 

It is very important that security operatives appear professional at all times. 

Clients and members of the public expect security staff to act in a certain 

way. But what qualities should a security operative possess 

Security operatives should be: 

 Professional 

 Honest 

 Reliable 

 Fair 

 Courteous 

 Dedicated 

 Alert 

 Helpful 

 Approachable 

 Tactful 

   Self-disciplined 

   Co-operative 

   Patient 

   Loyal 

   Positive 

   Effective communicators 

Security operatives must appear professional at times 

Career opportunities within the private security industry 

The private security industry employs more than half a million people and 

each year contributes billions of pounds to the UK economy. 
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Security operatives are usually employed by security companies, who then 

supply the staff to various clients under contract. Some security operatives 

are in-house, however, working directly for the client.  

As the industry continues to grow there are more opportunities for people 

with no previous security experience to get work in the sector, and once 

employed there are now clear career paths for those wishing to progress. 

Experience, further training and gaining formal qualifications in any of the 

sectors will help security operatives to rise within a security company. As 

well as the basic training required by the SIA there are many higher level 

training courses and qualifications. There are apprenticeships for 

newcomers, NVQs for those already working in the sector, supervisor 

qualifications, certificates, diplomas and apprenticeships in security 

management. 

 

Depending on the size of the security company, progression can include 

any of the following positions: 

 security operative 

 supervisor 

 team leader 

 area manager 

 regional manager 

 director 

 owner 

Further to this, there are often other affiliated support roles within these 

companies, including trainers, assessors, account managers and a variety 

of specialist roles. 
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Communication Skills and Customer Care 

Looking after people and providing customer care is one of our main aims 

as a security operative. 

Aim to leave customers feeling that they have been dealt with 

professionally, correctly and pleasantly.  

The basic elements of effective communication 

Security operatives regularly come into contact with members of the public 

during the course of their duties. They also regularly interact with other 

members of staff and people from other organizations. Effective 

communication is vital. 

Communication is the sending and receiving of signals. It is all about 

passing your thoughts or ideas to another person. The 'sender' decides 

what thoughts they wish to pass on; they 'encode' those thoughts into the 

most effective form of communication, and then 'sends' those thoughts to 

the 'receiver'. The receiver receives the thoughts and decodes them to 

understand the message. 

Sender >> Encodes thoughts>>Sender Sends>> Receiver receives>> 

Receiver decodes thoughts 

The different types of communication 

 Verbal communication is when we interact with another person 

using words and tone to convey our message. The words we use are 

obviously important, but so is the tone in which we use those words. 

It is not just what we say, but how we say it that counts. 

 Non-verbal communication is everything else that we do when we 

communicate with another person on a face-to-face basis. How we 

stand, what we are wearing, how close we are to the other person, 

eye contact, how we use our hands, other body gestures, these all 

help us to convey our message. 

 Written communication Within the workplace we will also be 

conveying messages using written communication, in the form of 

reports, letters and e-mails. 
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The importance of effective communication in the workplace 

 

Using effective communication skills in the workplace will help us to get the 

job done, but will also ensure that people get a good impression about us. 

Communicating effectively will also help to reduce incidents of conflict, 

aggression or even violence. Security operatives need to come across as 

positive, assertive and professional at all times if they are to be treated with 

respect by everyone they come into contact with. 

The importance of effective communication in a team Communication skills 

also play an important role in how we interact with our colleagues, 

supervisors and managers. We should treat all members of staff with 

courtesy and respect, and we should expect to be treated in the same way. 

Good communication with our colleagues is essential. 

The different types of customer 

Security operatives must understand that every single person they come 

into contact with is a customer.  

 Internal customers: Internally, within our own company, our 

customers include our work colleagues, our supervisors, our 

managers and anyone organization but within your site are also 

internal customers. 

 External customers: Other customers we may come into contact 

with include visitors to the site, workmen, delivery drivers, the 

emergency services, neighbors and members of the public. 

Diverse customer needs 

All of our customers are individuals, with differing needs and expectations. 

They may come from different countries; they may be from different 

religions or may just be from a different age group. People form their own 

personal values as they grow up. Where they were born, where they live, 

how they were brought up, their friends and family, their jobs - all go 

towards forming a person's values.  
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Good communication skills are essential. 

As security operatives we need to take into account other people's values, 

and try to choose the most appropriate and effective way of dealing with 

them. 

For example, you would treat a distressed young child in the street very 

differently than you would treat a drunk, aggressive customer outside a 

pub. Both are customers if we have to deal with them as a part of our 

duties, but both would need to be dealt with differently, because of their 

different values, needs and expectations. 

Best practice in relation to customer care 

one of our main roles as a security operative is looking after people. How 

we treat people when we deal with them is very important. 

Customer care is all about how we deliver our service, how we provide 

security to our customers on a day-to-day basis. 

Examples of how we can deliver good customer care include. 

 being professional with every customer 

 being approachable 

 concerning yourself with the customer's needs 

 treating customers as you would wish to be treated yourself 

 going out of your way to help customers 

 leaving customers pleased with how you have dealt with them 

Examples of poor customer care include: 

 using poor communication skills 

 showing a lack of commitment 

 expressing a lack of concern 

 not listening to the customer 

 making jokes or being rude 

 ignoring or failing to acknowledge the customer 

 appearing bored or impatient 

 failing to do what you have promised 
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Effective communication skills in delivering good customer care 

communicating effectively with customers is an important part of delivering 

customer care. We need to speak to our customers in a way that is 

appropriate to them, that shows our professionalism, and that gets the job 

done. First impressions count. Be smartly dressed, polite and willing to 

assist. 

When we first deal with a customer we should make a good initial 

impression by acknowledging that they are there, being polite and showing 

that we are willing to assist them. We should then find out how we can help 

the customer, and then decide on the best course of action. Our aim is to 

leave our customers feeling that they have been dealt with professionally, 

correctly and pleasantly. 

 

We should use the customer's name if we know it, and make appropriate 

eye contact when we are speaking. We should use clear speech, 

expressing a positive and assertive but polite attitude. 

Dealing with complaints 

 Maintain a positive attitude 

 Be assertive 

 Be polite 

 Be patient and listen properly to the complaint 

 Make notes 

 Do not get angry or aggressive back 

 Do not swear or threaten 

 Show empathy 

 Try to help the customer to resolve the complaint 

Telephone manners 

When making or receiving telephone calls, remember:  

 Answer promptly and courteously 

 Give a polite, pleasant greeting  
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 Speak clearly (volume, pace, local terminology) 

 Identify yourself in accordance with operating procedures 

 Note the time and date of the call (log it down) 

 Obtain the callers details 

 Ascertain the purpose of the call 

 Take ownership of the problem 

 Don’t ‘pass the buck’ 

 Ensure messages are passed promptly 

 Be professional at all times 

 Remember confidentiality 

Radio Procedures 

Radio communications are essential to security. 

 All radio communications should be: Clear to the point and concise. 

 Security personnel should familiarise themselves with local radio 

etiquette and must be aware of the call-signs of other members of 

staff and partners who may have access to the channel 

 Long string of numbers should be broken into smallers groups 

 For clarification purposes you can use nato phonetics 

Radio Procedures 

Security operatives must know how to use the radio correctly. Think about: 

 What you are going to say 

 Checking that no-one else is already  transmitting a message 

 Hold down the transmission button, position the microphone approx  

5cm away from your mouth 

 Speak clearly with normal rhythm and moderate volume  

Common procedure words (pro-words) are often used. 

Some examples of pro-words are: 

 Hello: (I am Calling) 

 This: (My Call sign is) 

 Over: (My transmission ends, please respond) 
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 Out: (End of transmission) 

 I say again: (I am repeating what I just said) 

 Repeat: (Please repeat your transmission) 

 Received: (I have received and understood your transmission) 

As stated earlier you should use Nato phonetics if clarification is required, 

below is the list of nato phonetics 

A-Alpha B-Bravo C-Charlie D-Delta E-Echo F-Foxtrot 

G-Golf H-Hotel I-India J-Juliet K-Kilo L-Lima 

M-Mike N-November O-Oscar P-Papa Q-Quebec R-Romeo 

S-Sierra T-Tango U-Uniform V-Victor W-Whiskey X-Xray 

Y-Yankee Z-Zulu     

 

Awareness of the Law in the Private Security Industry 

The differences between Civil and Criminal Law 

Security operatives are playing an increasing role in the fight against crime. 

Because of this, and so that they can be effective in the workplace, it is 

important for them to gain a basic working knowledge of the law.  

Laws are used to ensure that citizens abide by certain rules that are made 

to keep us all safe. Laws tell us what we are and are not allowed to do, and 

allow us to be punished if we breach those laws.  

 

There are two main types of law in the UK, civil law and criminal law. 

 Civil laws: Civil laws help govern our daily lives. They usually deal 

with disputes between people, companies or other organizations. 

Civil cases are usually dealt with in the county courts, with more 

serious cases being heard in the High Court. Civil laws deal with 

things like monies owed, family and matrimonial disputes, property 

disputes, custody, adoption, libel and slander. Security operatives do 

not normally deal with civil disputes. The only civil law that security 
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operatives may use is for the offence of trespass. This is where a 

person is improperly on someone else's property without their 

consent. Security operatives may well be required to remove an 

unwanted visitor from a client's property, and the laws of trespass 

allow them to do this. 

 Criminal laws: Criminal laws are there to prevent people from 

committing more serious offences, usually against people or property. 

Criminal laws come from either very old judicial decisions made in 

courts (common law), or can be found in Acts of Parliament (statute 

law). Criminal laws cover crimes that can make you liable to arrest, 

prosecution through the criminal courts, and a term of imprisonment. 

Theft and burglary are criminal offences. Criminal offences include: 

o Murder 

o Kidnap 

o Rape 

o sexual assault 

o assaults 

o drugs offences 

o weapons 

o theft 

o burglary 

o fraud 

o robbery 

o criminal damage 

o Firearms offences 

because these offences are so serious, security operatives and 

other members of the public have powers of arrest for some of 

them. 

The Human Rights Act and the private security industry 

The European Convention on Human Rights was drafted after the end of 

World War 2. In the UK we signed up to it in 1 953, and we have now 

adopted the full Human Rights Act into our own systems of law.  

Human rights are the basic rights and freedoms to which we are all entitled. 

As security operatives, we must be aware of those 'articles' that may affect 
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our work. The Human Rights Act 1998 states all public authorities must 

ensure that everything they do is compatible with Convention rights unless 

an Act of Parliament makes that impossible. If a security operative works 

for a public authority, they must be aware of the possible consequence of 

breaching a customer's human rights. 

Human rights are the basic rights and freedoms we are entitled to. 

The most relevant articles are: 

 Article 2 the right to life 

 Article 6 the right to a fair trial 

 Article 8 the right to respect for private and family life 

 Article 10 the right to freedom of expression 

 Article 11 the right to freedom of assembly and association 

 Article 14 the prohibition of discrimination 

Eight principles of the Data Protection Act 

The Data Protection Act of 1 998 is a piece of national legislation that 

governs how information about us is held. All companies or organizations 

that gather, hold or process personal information or images of members of 

the public must abide by certain rules. They must also register themselves 

with the Information Commissioner's Office (ICO), the body responsible for 

enforcing the legislation.  

There are eight basic rules that govern how that personal data about us is 

held: 

1. personal data must be processed fairly and lawfully 

2. personal data must be obtained for specified and lawful purposes 

3. personal data must be adequate, relevant and not excessive 

4. personal data must be accurate and up to date  

5. personal data must not be kept any longer than is necessary 

6. personal data must be processed in accordance with the rights of the 

individual 

7. personal data must be kept securely 
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8. personal data must not be transferred out of the country without 

adequate protection 

The person in charge of the company or organization gathering, holding or 

processing this information is called the data controller. 

An individual wanting access to any personal information or image held 

about them can request to see it by submitting a subject access request 

(SAR) to the data controller within that company or organization. 

Discrimination 

As security operatives strive to improve their image and levels of 

professionalism, it is important that they are aware of and act correctly in 

relation to issues concerning diversity and equality. Security operatives 

provide a service, and must provide the same quality of service to 

everyone. They must not discriminate against certain types of people when 

carrying out their duties. 

 Discrimination: is treating a person less favorably than another 

person. 

 A prejudice:  is a hostile (or sometimes positive) attitude towards 

someone who belongs to a certain group, simply because they 

belong to that group, and are therefore assumed to have all of the 

characteristics associated to that group. 

 Stereotyping: is when we lump certain groups of people together, 

assuming that they are all the same simply because they belong to 

that group. 

Prejudices and stereotyping can be harmful when they are used to openly 

discriminate against people. Security operatives are reliant on the public for 

their support and confidence, so it is important that their conduct is seen to 

be impartial and reasonable at all times. 

The Equality Act 2010 

Previously, discrimination, equality and diversity were enforced by 

numerous separate pieces of legislation. These laws were often confusing, 

and some were outdated or ineffective. 
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The Equality Act received Royal Assent on 8th April 2010 and its core 

provisions came into force on 1st October 2010. The coalition government 

have indicated that further provisions relating to public sector equality and 

gender pay reporting will be effective in 201 1 and 2013 respectively. 

The purpose of the Equality Act is to provide a new legislative framework to 

protect the rights of individuals and to advance equality of opportunity for 

all. The new act simplifies nine pieces of legislation bringing into existence 

one single statute dealing with discrimination law. 

Some of the old laws remain the same, whilst others have been changed or 

expanded. Some new elements have appeared for the first time. 

The Equality Act prohibits discrimination on the grounds of: 

 Age 

 Disability 

 gender reassignment 

 marriage and civil partnership 

 pregnancy and maternity 

 race 

 religion or belief 

 sex 

 sexual orientation 

These are known as the 'protected characteristics' 

 Direct discrimination: Direct discrimination occurs when someone is 

treated less favorably than another person because of a protected 

characteristic they have or are thought to have, or because they 

associate with someone who has a protected characteristic. 

 Indirect discrimination: Indirect discrimination occurs when a policy 

or practice which applies to everyone particularly disadvantages 

people who share a protected characteristic 
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The Human Rights Act also prohibits discrimination. 

People's rights can be enforced through county courts, resulting in fines 

and/or compensation being awarded. 

The term 'vicarious liability' means that employers could be prosecuted 

for the actions of their security operatives if a customer is discriminated 

against. 

All individuals have the right to be treated with consideration, dignity and 

respect. Discrimination can be hurtful, insulting and demeaning to the 

recipient, and is not acceptable from security professionals. 

The main aims of the Private Security Industry Act 2001 

The Private Security Industry Act 2001 was brought in to regulate the UK's 

private security industry. The government formed a new corporate body 

called the Security Industry Authority (SIA) to do this, reporting directly to 

the Home Secretary. 

The SIA's main functions are: 

 to license individuals in specific sectors and to approve security 

companies 

 to keep under review the private security industry and the operation 

of the legislative framework 

 to monitor the activities and effectiveness of those working in the 

industry  

  to conduct inspections 

  to set and approve standards of conduct, training and supervision 

within the industry, and to make recommendations to improve 

standards 

 The SIA now licenses security operatives, supervisors, managers, 

directors and company owners in the areas of door supervision, 

manned guarding, key holding, cash and valuables in transit (CVIT), 

CCTV operations, vehicle immobilization and close protection. This is 

to ensure that people employed within the industry are 'fit and proper' 

for the job role. The SIA also provides a public register of licensed 

individuals, and a list of its Approved Contractor Scheme companies. 

The Private Security Industry Act also gives the SIA various powers 
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of entry and inspection to ensure compliance, and lists specific 

offences and subsequent sentences for those caught breaching the 

act. 

Health and Safety for the Private Security Operative 

What is an emergency? 

An emergency usually requires the evacuation of the premises. Fire is one 

of the greatest risks to the public visiting at a. However, there are other 

reasons why a venue might need to be evacuated: 

 bomb threat or alert 

 suspicious item (potential explosive device) 

 flooding 

 gas leak or gas explosion 

 CS gas/irritant spray discharged 

 entertainment cancelled 

 serious crimes 

 structural collapse 

 power failure 

 large disturbances or fights 

Not every evacuation requires the customers to leave using the fire exits. 

Whereas this technique would be used in the most urgent situations, for 

example fire,it may be acceptable to allow everyone, in a less urgent 

situation, such as a power failure, to leave using just one door. Whether or 

not an evacuation is urgent in a venue still needs to be emptied and 

security officers should not underestimate the difficulties and dangers of 

dealing with a large crowd of people. 

The importance of Health and Safety in the workplace 

Every year, thousands of people in the UK are forced to take time off work 

due to health and safety-related issues. For some, this may only mean a 

few days off work, but for others it could mean long-term injuries or even 

death. 

A hard-hitting fact is that the vast majority of incidents at work that result in 
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injury can be avoided if standards of health and safety are better. Health 

and safety procedures in our places of work need to be effective to keep 

staff, visitors and customers safe. Furthermore, the law requires that proper 

health and safety procedures are in place anywhere where people work or 

come to be served. 

The Health and Safety at Work Etc Act 1 974 covers employers, 

employees, suppliers, people who control premises and visitors/customers 

on the site. 

Breaches of health and safety legislation will be dealt with by either the 

Health and Safety Executive (HSE) or by the local environmental health 

practitioner (EHP) from the local authority. Breaches can result in the site 

being issued with an improvement notice, a prohibition notice or in criminal 

proceedings against employers, managers and directors of a company. 

Penalties can be up to two years' imprisonment and/or an unlimited fine. 

A locked or blocked emergency fire exit poses a significant hazard. 

Responsibilities of employers and employees and self employed people under 

the Health and Safety at Work Legislation 

Employers: Employers must carry out a proper assessment of any 

possible risks to employees and other people visiting the site. They must 

then do what they reasonably can to either remove or reduce those risks. 

They do this by providing proper safety equipment, safe working practices, 

any relevant instruction or training, and any suitable personal protective 

clothing or equipment (PPE). Depending on the size of the site and the 

number of people working or visiting that site, they may also have to 

provide a written Health and Safety Policy, or even form a safety 

committee. 

Employees: Employees whether they be full-time, part-time or self- 

employed, have to take reasonable care of their own health and safety, and 

must make sure that they do not do anything or fail to do something that 

puts someone else's health and safety at risk. Also they must follow the 

site's Health and Safety Policy at all times, should obey safety instructions, 

and should use safety and personal protective equipment properly, if 

serious incidents occur they must follow the site's emergency procedures 
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to help protect themselves, other staff and any visitors/customers. 

 

Typical risks and hazards 

 Hazard - something with the potential to cause harm. 

 Risk - the likelihood of harm occurring 

 Risk Assessment - the identification of hazards, the calculation of 

risk and the reduction of that risk, either completely or to an 

acceptable level. 

Good health and safety practices are all about reducing hazards and 

risks. 

Typical risks and hazards in the workplace include: 

 

o slips, trips and falls 

o injuries from poor lifting and carrying techniques 

o misuse or abuse of machinery 

o sharp objects like needles and knives 

o violence and assaults 

o diseases 

o hazardous chemicals 

o noise pollution 

o moving vehicles 

o locked or blocked fire exits 

o overcrowding 

o fires, floods and other emergencies 

o the elements 

Minimizing risk to personal safety 

Once a risk or hazard has been identified, we need to follow the ‘Hierarchy 

of Control' to work out how best to deal with the potential problem. We do 

this by asking ourselves: 

 Can the hazard be eliminated? 

 Can the risk be reduced? 

 Can the cause of the hazard be replaced with something else? 
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  Can the hazard be isolated or blocked off? 

 Would additional training help? 

 Would personal protective equipment (PPE) help? 

 Are first aid facilities needed? 

Examples of personal protective equipment (PPE) for security operatives 

include: 

 waterproof clothing 
 high-visibility clothing 
 headwear 
 gloves (needle-proof/slash-

proof) 
 rubber gloves and face shields 

(body fluids) 
 stab-resistant vests 
 metal detectors (searching) 
 ear defenders 
 eye protection 
 safety boots 
 radios 
 mobile phones 
 torches 

 
Metal Detector 

Stab Resistance Vest 
 

 
 
High Visibility Vest 
 

 
 
Disposable Gloves 
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Safe manual handling 

Manual handling is the movement or support of any load by physical effort, 

including lifting, moving, carrying, pushing and pulling.  

If you lift or move heavy objects without using the recognized procedures, 

you run the risk of sustaining the following injuries: 

 

• fractures 

• spinal disc injuries 

• trapped nerves 

• burns 

• damage to muscles 

• damaged ligaments and tendons 

• abrasions and cuts 

• hernias 

Before attempting to lift a load, think about the following to evaluate the 

risk it might pose to you and others 
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• Load: Look at the load. 

o If it is too heavy, can it be lightened or split? 

o  If it is unstable, can handles be fitted or the load be 

reapportioned? 

• Individual: Consider the capability of the person or your capabilities.  

o Are they or you strong or fit enough? 

o Are they or you adequately trained for the task? 

• TASK: Evaluate the job to be done. Does the task involve  

o Stretching, twisting or bending? 

o Can machinery be used or can team handling be used? 

• ENVIRONMENT: Control the environment where the task takes 

place.  

o Is the floor slippery or uneven?  

o Can the layout or floor condition be improved? 

The six safe lifting techniques 
include: 

 
• Stop and think 
• Position the feet 
• Bend the knees 
• Get a firm grip, keeping the 

back straight 
• Raise with the legs 
• Keep the load close to the 

body 
Important: The easiest way 
may not be the safest 
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Safety signs and signals 

Safety signs are used to communicate health and safety instructions. They 

must be kept clean, in a good condition, and must be displayed where they 

can be easily seen. Security operatives must be aware of the colors and 

shapes of the six different types of signs. 

Prohibition (Stop) this sign is used to tell people they must not do 

something. 

 

Warning (Danger) this sign is used to warn people. 

 

Mandatory (Obey) this sign is used to tell people they must do 

something. 
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Safe Condition (Go) these signs inform people of safe conditions. 

 

Fire Equipment Theses signs are to inform people of fire equipment. 

 

Hazardous substance: these signs warn you about dangerous 

chemicals. 



29 
 

 

Appropriate responses to accidents and injuries in the workplace 

First Aid is defined as the initial or immediate assistance given to someone 

who has been injured or taken ill, before the arrival of an ambulance, a 

doctor or other qualified person. 

The main aims of First Aid are to: 

 

 Preserve life 

 prevent the condition from worsening 

 promote recovery 

 obtain qualified assistance 

Employers are required by law to provide adequate personnel, training, 

equipment and facilities to any staff or visitors/customers entering a site. 

As a security operative you must know what your site's policy is for 

providing First Aid, you must know what you are expected to do in a 

medical emergency, and you must know who the qualified first aiders are 
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on the site. You may even be required to undergo First Aid training 

yourself. 

If you are trained to do so you may be required to administer First Aid in 

times of emergency. If you are remember the following:  

  

 ensure your own safety first 

 assess the situation 

 control the situation 

 diagnose the injury/illness 

 save life 

 send for appropriate medical assistance 

A trained first aider could be called upon at any time. If you need to call for 

an ambulance, call either 999 or 112.This will put you through to the 

emergency services operator. The operator will ask you for the following 

information: 

 which service you require 

 the telephone number you are calling from (in case you are cut off or 

for a call back) 

 your exact location (address and postcode) 

 type of incident 

 number of casualties 

 extent of the injuries 

 any other dangers or hazards 

Although there is no mandatory list of First Aid equipment that each site 

must hold, the quantity and type of equipment in a First Aid box must be 

relevant to and adequate for the type of premises. But all First Aid boxes 

should be waterproof, airtight, adequately stocked and properly 

replenished. 

All First Aid boxes are now green in color with a white cross on them. 
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Security officers may also be required to deal with first aid situtions. You 

should only administer first aid if you are suitably qualified. The following 

conditions would normaly be dealt as  

 Fainting: Advise casuaility to lie down raise their legs and monitor 

their breathiong, move to cooler area remove outer/restrictive 

clothing. 

 Shock: advise casualty to lie down raise their legs , loosen tight 

clothing keep casualty warm  coats/blankets) do not let them eat, 

drink or smoke monitor their breathing 

 Epileptic fit: do not restrain casualty make the area around them 

safe protect the head do not put anything in the mouth loosen tight 

clothing  call 999/1 12 place in recovery position and monitor their 

breathing. 

 Heart attack:  Treatment:  sit casualty down put in half-sitting 

position, loosen clothing, calm and reassure,call 999/112,  monitor 

their breathing. 

 Shock: Traeatment: advise casualty to lie down ,raise their legs,  

loosen tight clothing, keep casualty warm  coats/blankets), do not let 

them eat, drink or smoke, monitor their breathing 

 Epileptic fit: Treatment, do not restrain casualty, make the area 

around them safe, protect the head, do not put anything in the mouth, 

loosen tight clothing, call 999/1 12, place in recovery and monitor. 
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 Sprains and strains: Treatment,  Rest the injured part, Ice/ cold 

compress, Compress the injured part firmly to reduce swelling, 

Elevate the injured part 

 Nose bleeds: Treatment, sit casualty up, leaning forward, tell them to 

pinch the soft part of the, nose below  the bridge tell them to keep the 

pressure on for 20 minutes release pressure slowly, if bleeding does 

not stop send them to hospital 

 Fractures: treatment, immobilise the injury, keep casualty still, 

support the limb, for open fractures, control the bleeding, call 999 /1 

12 

 Drug overdose: treatment, eassure get them to relax, keep them 

awake, find out what they have taken,  do not leave them alone, call 

999 /1 12, monitor their breathing 

 Cuts and bleeding: Treatment, put on protective gloves,  use sterile 

dressing, cover the wound and apply pressure ,raise the injured limb,  

if  bleeding continues call 999 

 Alcohol poisoning: Treatment, keep casualty awake,  give them 

water, keep them warm,, do not leave them alone, call 999/1 12, 

monitor their breathing 

Dealing with personal injuries 

Carry out an initial risk assessment ensure that your actions do not put you 

in any sort of danger, ensure that your area is safe. Remain calm and 

assess the causlity/casulities involved, unconcious casulities should be 

your first priority to attend. 

If you are a qualified first aider administer first aid, if you are not the 

qualified person summon for the appointed person of that venue. 

Once you summon help, give your contact details,exact location, service or 

assistance required, access to location of incidence, number of caulities 

and the extent of injuries. 

You or the person responsible should complete the incident report and 

accident form as soon as possible, the same would be required for 
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insurance and investigation purposes. If include details of who was injured, 

when it happened, where it happened, what caused it, why did it happen. 

The likely chances are that you would included all important relevant 

information required and would not be misssing and important inmformation 

that might be important. 

Reporting procedures for Health and Safety accidents and injuries 

Following any accident or medical incident it is important to record all 

details relating to the situation. 

The information contained in the accident book can often help employers to 

identify accident trends and improve the general health and safety of the 

site. 

These records may also be required for insurance and/or investigative 

purposes. 

Reporting of Injuries, Diseases and Dangerous Occurrences Regulations 

(RIDDOR) 

For serious accidents/incidents and near misses at work the employer is 

required by law to notify their local authority, the Health and Safety 

Executive (HSE) or the incident contact centre in Caerphilly. 

The first person on the scene assisting the casualty may not be directly 

responsible for completing the RIDDOR report, but they must ensure that 

their supervisor or manager or the health and safety officer receives the 

correct information contained within the accident book. 

Security operatives must know the site's procedures for reporting medical 

incidents, and must adhere to them. A sample accident report form and a 

sample incident form is given below; 
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Fire Safety Awareness 

Fire can disrupt any businessman cause millions of pounds worth of 

damage and can cause serious injuries or death. Security operatives need 

to be aware of the dangers of fire, need to understand basic fire prevention 

methods, and need to know what to do on discovering a fire. 

Fire needs three elements to survive, namely heat, oxygen and fuel 

The Fire Triangle 

 

 Heat - a minimum temperature is needed to start a fire, but once a 

fire has started it normally maintains its own heat source. 

 Oxygen - fire needs oxygen to burn as it supports the combustion 

process. 

 Fuel - fire needs something to burn, like solid fuel, oil or gas,  

For example: 

If any of these three elements are reduced or removed, then the fire itself 

will be reduced or extinguished. 

All methods of firefighting and firefighting equipment are based on 

removing one or more of these three elements. 
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Convection, Conduction, Radiation 
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Basic fire prevention measures 

Fires can start by reckless smoking, faulty electric equipment and heaters, 

poor housekeeping or arson. 

Security operatives can help reduce the chances of a fire starting on the 

site by implementing basic fire prevention measures. Those could include: 

  

 being mindful of fire safety generally 

 ensuring that all non-essential electrical equipment is switched off 

 Ensuring that electrical wiring, plugs and sockets are sound, correctly 

fused and not overloaded and electrical appliances are Portable 

Appliance Testing (PAT) tested. 

 ensuring that cables and wires do not run under carpets or where 

they can be trapped under furniture and overheat 

 reporting faulty electrical equipment immediately 

 ensuring that electrical equipment is tested regularly 

 keeping electrical equipment away from sources of heat 

 removing waste regularly 

 keeping combustible materials to a minimum 

Under the Regulatory Reform (Fire Safety) Order of 2005, employers must 

nominate a competent person to carry out a full fire risk assessment for the 

site, which must be documented. They must also provide their employees 

with any relevant information, instruction and training to ensure their safety 

whilst working on the site. 

Employees such as security operatives must take responsibility for their 

own health and safety, and for that of others. They must also cooperate 

with their employers in all matters relating to fire safety. 

Security operatives can prevent fires occurring by implementing basic fire 

prevention measures. 

The classifications of fire 

Different types of fire need to be dealt with in particular ways. Because of 

this, the main types of fire have been classified as follows: 

 Class A: Solid fuels - wood, paper, plastic, fabric etc. 



39 
 

 Class B: Flammable liquids - petrol, meths, thinners etc 

 Class C: Flammable gases - methane, hydrogen etc. 

 Class D: Metals - potassium, sodium, magnesium etc. 

 Class F: Cooking oils and fats 

 

Fire extinguishers and their uses 

Fire extinguishers are generally used to fight small fires, in an effort to 

prevent them from spreading and causing serious damage or injuries. They 
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have a limited capacity, but they can be easily carried to the fire and quickly 

put to work. They are intended to be used by anyone who needs them, so it 

is important that security operatives learn of their uses, locations and 

methods of operation. 

Different types of extinguishers are designed to fight different classifications 

of fire, and it can be useless or even dangerous to use the wrong type of 

extinguisher at the scene of a fire. 

Security operatives should follow these procedures if they need to use a 

fire extinguisher: 

 

 only fight a fire if it is safe to do so 

 ensure you have an escape route 

 select the correct fire extinguisher 

 pull the pin to break the seal 

 release the nozzle and aim at the fire 

 crouch down to avoid the smoke and flames 

 squeeze lever to expel the contents 

 Water, CO2 and dry powder fire extinguishers should be aimed at the 

base of the fire, whereas foam 

 Extinguishers should be used by spreading the foam over the fire 

area. 

 Once the fire has been put out you must ensure that it is completely 

extinguished and not able to re-ignite because it is still smoldering 

underneath. 

 Fire extinguishers must not be returned to their wall mountings until 

they have been refilled or replaced. 

 Security operatives should know how to use a fire extinguisher 

correctly if required to do so. 

 

Types of Fire Extinguishers 
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Carbon Di Oxide  

 

 
 

 

Foam Type 

 

Powder Type 

 
Wet Chemical Type 

 

Water Type 
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Other firefighting equipment 

Apart from fire extinguishers, there are several other types of equipment 

used to put fires out or to reduce their effects. 

Fire alarms: Most commercial and business buildings now have their own 

fire alarm systems. These are designed to detect fires as soon as they 

start, raise the alarm and sometimes to call the fire brigade automatically. 

Fire Alarm Sign 

 

Fire Alarm 

 
FIRE ALARM BREAK GLASS TO 
SOUND 
 

 

Security operatives need to be aware of how their fire alarm system works, 

and what they need to do themselves on hearing the alarm. 

Fire blankets 
Fire blankets can be 
used to extinguish fires 
by smothering them. 
They are often found in 
kitchens, as they are very 
useful at extinguishing fat 
fires in pans. 
 

Fire Blanket inside the container 

 
Sprinklers Sprinkler 
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Some fire alarm systems 
are connected to sprinklers 
which spray water onto the 
fire from outlets in the 
ceiling, holding back the 
fire until the arrival of the 
fire service. 
 

 
Dry and wet risers 
Some of the buildings 
especially multistory 
buildings have riser 
systems built in. The 
systems includes long 
water pipes running along 
outsides of the buildings 
and across the ceiling on 
each floor, this allows 
water to be dispensed via 
sprinklers in the event of a 
fire. 
Wet riser systems have 
water in the pipes all the 
time whereas dry riser 
systems need to be 
activated manually to send 
the water into the pipes. 
 

Dry Riser System 

 

Wet Riser System 
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Hose reels 
Hose reels are long lengths of 
rubber hose on large drums 
positioned strategically around 
the site. The hoses are 
permanently connected to the 
mains water supply, and are 
started by opening a valve 
before use. They can be quite 
heavy to unreel when needed, 
but are very effective when 
used as they provide a limitless 
supply of water. 
 
Fire Hose Sign 

Fire Hose 
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Gas-based flooding systems 

These systems work in the same way as dry risers, except that they flood 

the fire area with CO2 (carbon dioxide) instead of water. These systems 

are popular where the area covered contains electrical equipment, where 

the use of water would be dangerous.  

Foam-based flooding systems 

Similar again, but dispensing foam from the sprinklers instead of water or 

CO2 (Carbon Dioxide Gas).These are normally used where flammable 

liquids are used or stored. 

Fire doors and fire exits 

Internal fire doors are used to help prevent or reduce the spread of smoke 

and flames from one room to another. They should be closed at all times, 

unless they can be closed electronically if the fire alarm activates. They 

should not be obstructed. 

Fire exits are vital as a means of escape in the event of a fire. They should 

be clearly marked, must be unlocked when anyone is in the building, and  

should not be obstructed on the inside or the outside. 

 

 Outward opening doors allow 
a safe egress from a venue 

 Inward opening fire doors are 
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only allowed for small rooms 
Unless electronically controlled 

 All fire doors should be kept 
closed 

Inward opening Door 
 

 

Fire Exit out ward opening Door 
 

 
 

 
 

Actions to be taken upon discovering a fire 

It is important that security operatives understand what they are required to 

do in the event of a fire on the site. Lives can be lost, injuries can be 

sustained and millions of pounds worth of damage can be caused unless 

the correct actions are taken as soon as a fire is discovered. 

Security operatives need to know what they are required to do themselves 

during a fire incident. They need to know how to activate the fire alarm, 

how to contact the fire brigade, what the fire alarm sounds like, where the 

emergency exits are, where the firefighting equipment is located, and how 

to use it. 

Actions on discovering or being told of a fire: 
 

 Raise the alarm 

 Either set off the fire alarm or otherwise ensure that everyone on the 

site knows that there is a fire. 
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 Call the fire brigade: Either activates the fire alarm which may call 

them automatically, or call them manually.  

 Start the evacuation: Start to get all members of staff and 

visitors/customers out of the building via the nearest fire exit.  

 Fight the fire: Only try to fight the fire yourself if it is a small fire, if it is 

safe to do so and if you have a suitable escape route Once the fire 

service arrive they should be told of the exact location and state of 

the fire, details of any missing or vulnerable people, and any other 

particular risks or dangers. 

All members of staff and visitors/customers need to be accounted for. Both 

can usually be checked at the assembly point, using the staff attendance 

sheets and visitor book. 

The importance of understanding fire evacuation procedures one of the 

most important roles for security operatives in the event of a fire will be 

ensuring that the site is evacuated quickly and safely. 

Hopefully both staff and visitors/customers will know to leave the building 

when they hear the alarm sounding. Security operatives must be available 

to encourage people to leave via the safest exit, and to assist anyone who 

does not seem to know what to do. Particular care needs to be taken to 

look after any vulnerable people like children, the elderly or those with 

physical or mental difficulties. 

It is also important to try to avoid causing unnecessary panic. Security 

operatives need to take control of fire incidents in an assertive but calm 

manner. They need to show decisiveness, leadership and use clear, 

effective communication skills so that others understand how serious 

situation is. 

Security operatives also need to know where the fire assembly points are 

and what needs to be done once the building has been evacuated. 

Remember that planning and preparation would prevent poor performance. 

In order to achieve that practice is required. 
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Emergency Procedures 

What is an emergency? 

An emergency is any unplanned incident that is so serious that it must be 

dealt with immediately. Security operatives may come across or could be 

called to any number of serious incidents in the workplace, and it is 

important that they know how to deal with them promptly, efficiently and 

safely. 

Types of emergency and the actions to be taken 

Examples of emergencies that security operatives may become involved in 

include: 

 Fires 

 Floods 

 Power cuts 

 Gas leaks 

 Chemical spillages 

 Traffic accidents 

 Fights/assaults 

 First aid incidents 

 Serious crimes 

 Bomb threats 

 Suspicious packages 

All of these incidents need to be dealt with immediately, very often with the 

emergency services being called to attend. Security operatives need to 

follow their company or site guidelines on how to deal with them. 

The preservation of life is the first priority, followed by the protection of 

property. 

Fires, floods, power cuts, gas leaks and chemical spillages are normally 

dealt with by activating the alarm and then evacuating the site. The 

emergency services should be called once the evacuation has been 

started. In a situation where a gas leak is suspected, once the evacuation 

has been started security operatives should try to ensure that no-one 
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smokes or switches on any lights or electrical equipment in the area, as 

even a small spark could cause an explosion. Where possible, doors and 

windows should be opened to try to disperse the gas. If possible the gas 

supply should be turned off at the mains. 

Road traffic accidents are normally dealt with by the police. An ambulance 

may also be required if serious injuries are sustained. 

Incidents of violence may be dealt with by removing the instigators from the 

site, by calling the police or by making arrests if serious injuries are 

sustained. First aid may also be required. Serious crimes that occur on the 

site will normally be dealt with by calling the police. Containing any 

suspects and crime scene preservation must also be considered. 

First aid incidents, where staff or visitors/customers are injured or become 

ill, should be dealt with by a trained first aider. In serious incidents an 

ambulance should be called. 

All bomb threats should be seriously dealt, normally on discovering a 

suspect package  

 Alarm would be raised  

 Staff and visitors/customers would be evacuated via the quickest and 

safest exit, and then by Calling the police. 

What is vulnerability 

A vulnerable person is someone who is at risk of harm. Door supervisors 

need to recognise customers that may be vulnerable. This will help them 

deal with incidents in a way that will: 

 ensure the safety of customers 

 reduce the number of people who have 

 become victims of crime in the nighttime economy 

 reduce the risk of future incidents 
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Vulnerable people may include 

Potential victims of domestic violence : Often fuelled by alcohol, victims of 

domestic violence can be at an increased risk of assault and harm 

Young people: Whilst anyone can be vulnerable, this is especially true of 

people under the age of 1 8 

What factors can make a person vulnerable? 

 

 reduced inhibitions and the appearance of being over friendly 

 uncoordinated movement 

 increasing the likelihood of them hurting themselves or others 

 aggressive displays 

 a change in perception of their own abilities and limitations 

 decreased ability to make considered decisions 

Security Operatives including Door Supervisors should be aware of 

customers who: 

 Individuals that are alone or are receiving unwanted attention.  

 appear to have been separated from their friends and look distressed 

 are being given unwanted attention 

 are being followed or threatened 

Presence of a sexual predator 

A person will be more vulnerable if they are the target of a sexual predator. 

Consideration should be given to the welfare ofvulnerable individuals and 

how they can be protected when they are ejected or refused entry to a 

venue. 

When refusing entry or ejecting someone that may be vulnerable from a 

venue, the following should be considered: 

 do they require medical attention? 

 do they have their coat and belongings? 

 are their friends nearby? 
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 do they appear to be vulnerable due to being under the influence of 

alcohol or drugs? 

 are they being followed? 

 is the person under 1 8? 

 is the person displaying signs of uncoordinated movement and 

showing signs that suggest they could cause harm to themselves or 

others? 

If your professional judgement is that the individual may be vulnerable, then 

you should consider what help can be provided. 

There are a number of options that a secuirty officer can consider, which 

include: 

 is there a relative you can call to assist the vulnerable person? 

 can a taxi be called to take the vulnerable person home? 

 using ‘safe havens’ and other local initiatives run by organisations 

such as St John Ambulance 

 seek assistance from the police 

 seeking the help of local schemes active in the area to help people, 

such as street pastors or street marshals. 

What is a sexual predator? 

A sexual predator is someone who commits sexual crimes. A sexual 

predator can be of any race, age, level of intelligence or profession. They 

are often friendly, confident and sober. Please note that a person can be a 

predator if they are ignorant to the fact that a person cannot consent to sex 

if they are drunk. 

Sexual predators may select or target victims based on: 

 Race 

 Vulnerability 

 what is available 

 Gender 

 Location 

 Appearance 

 time of day 
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What action can be taken by you? 

 Approach the vulnerable person to assess their safety, inform the 

venue management or call the police. 

 If drugs are found that you think might be Rohypnol or a similar drug 

that you feel may be used to facilitate a crime, then call the police. 

How can a sexual predator be spotted? 

Often a lone male seen to be pestering or following a customer or member 

of staff. 

 They may be carrying a drug such as Rohypnol. 

 A heavily intoxicated female leaving the premises with a male. 

 A regular attendee at the venue who often leaves with a different 

person (particularly if the person seems to be intoxicated). 

What are the warning signs that child exploitation is taking place? 

 Older non-intoxicated men escorting children and young people who 

are intoxicated. 

 Children or young people in the company of older people or anti-

social groups. 

 Young people acting in an inappropriate and sexualised way with 

adults or older people. 

 

What are the visible warning signs that children are being trafficked? 

 Young people checking into accommodation with older men. 

 Children and young people arriving and departing from a location with 

different adults on the same day or over a period of time. 

 Children and young people getting into and out of a number of 

different cars. 

 What are the signs that children are beingsexually exploited? 

 Developing expensive new habits like alcohol or drug use. 

 Young people spending time with new anti-social groups. 

 Behavioural changes that are uncharacteristic. 

 Spending unexplained time away from their families. 
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 Young people acting in an inappropriate and sexualised way with 

adults or older people. 

 Self-harming or suicide attempts. 

 Showing fear in certain company. 

 Having cuts and bruises from assaults. 

 Having unaffordable new items like clothes or phones. 

Security staff who suspect that child sexual exploitation is taking place 

should contact the police. If they want to remain anonymous, then they can 

call Crimestoppers on 0800 555 1 1 1 . 

Terrorism 

Terrorism is the use of violence, threats and intimidation in the pursuit of 

political aims. 

It is used to create a climate of fear within a population, with the intent of 

bringing about a particular change. The threat of terrorism can create a 

climate of fear within a population. 

Some terrorist groups work on an international basis, whereas others fight 

for domestic issues. Certain terrorists target just one particular organization 

or company for a specific reason, while others may be more indiscriminate 

in their targeting. Public, commercial and retail premises, as well as places 

of entertainment could become targets of either a bomb threat or an actual 

terrorist attack.  

 

Security operatives need to be 
aware of: 
 

• what is currently happening 
around the world and in their 
particular area 

• any recent terrorist attacks or 
threats 

• the location of their own site in 
relation to other possible 
targets nearby 

 
 
UK Threat Levels 
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•  where the site itself is famous 
or important in its own right  

• the vulnerability of the site to 
attack 

• the current level of threat 
nationally 

 

Counterterrorism 

Counterterrorism measures will help to reduce the chances of a site 

becoming a target. Managers and security operatives can significantly 

reduce the threat by: 

• being vigilant at all times 

• good housekeeping 

• the proper use of physical security measures 

•  making regular, obvious patrols of the site 

• implementing strict access control procedures 

• Using effective search procedures. 

• the visible use of CCTV systems 

• reporting suspicions to supervisors or managers 

immediately 

Non-urgent information about terrorism should be passed to the Anti- 

terrorism Hotline tel: 0800-789321.This line is covered all the time by 

specialist counterterrorism police officers. 

Urgent information should be passed using the 999 system. 

Bomb-threat calls 

Telephone bomb threats are sometimes made to a variety of premises, 

regardless of whether an actual attack is intended. Genuine threats may  

come from real terrorist organizations, but false bomb threats may be made 

by practical jokers, disgruntled ex-members of staff or customers, criminals 

with extortion motives or people with mental problems. Making a false 

bomb threat is a serious criminal offence. 

If a security operative receives a telephone bomb threat, the main priority is 

to gather as much information from the call as possible. The more 

information gathered, the easier it is for the police to work out whether it is 
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a genuine threat or not, and how best to deal with it. 

 

All bomb threats need to be treated seriously. 

By asking questions of the caller the security operatives should try to find 

out: 

• what type of bomb it is 

• where it is 

• what it looks like 

• when it is due to go off 

• why their site was targeted 

•  which terrorist organization is making the threat 

• name/address/telephone number/location of caller (try 1471) – do 

NOT call back, but leave the line open. 

Once the call has ended, this information needs to be passed to the police 

immediately, using the 999 system. 

Your site may require you to use a bomb-threat checklist to help you record 

the basic information about the call, and to help you note other useful 

information about the caller.  
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Suspicious packages 

Terrorists may use or threaten to use a variety of devices and methods to 

carry out an attack. Those may include: 

• high explosive devices (bombs left in packages or luggage) 

• car bombs (explosives in vehicles) 

• incendiary devices (fire bombs) 

• postal bombs (envelopes and parcels through the post) 

• person-borne devices (suicide bombers) 

• chemical, biological and radiological devices (dirty bombs) 

As security operatives patrol their sites they must remain vigilant for 

anything suspicious or out of place, or for anyone displaying unusual 

behavior. All areas of the site need to be monitored, as suspect packages 

come in many forms, and can be left in different places. 

Any package or item of luggage deemed to be suspicious must be reported 

to the site supervisor or manager immediately, so that the police can be 

called to investigate. 

 

On finding a suspicious package security operatives should try to identify 

the owner. If the item remains suspicious they should raise the alarm, call 

the police, keep people away from the package, cordon off the area if 

appropriate and start the evacuation procedure. 

Security operatives must NOT interfere with the package at all: 

• DO NOT: 

o touch it 

o Lift it 

o Move it 

o Open it 

o Pour water on it 

o Put anything on top of it 

o Try to diffuse it 

o Attempt to cut any visible wires 

o Attempt to disconnect and wires 

o Use radio, wireless or phone near it. 
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Behaviors that could indicate unusual or suspicious activity 

Hostile reconnaissance is a term used to describe how terrorists gain 

information on potential targets. They will often visit potential targets a 

number of times prior to an attack. They will be trying to find out as much 

as they can about the location itself, and to discover the best time and 

method of attack. 

Security operatives need to be vigilant at all times to try and recognize 

suspicious behavior that may indicate a terrorist interest in their site. 

Suspicious behavior may include: 

o A particular interest in the outside of the site 

o An interest in the CCTV systems 

o Taking pictures of the site (overtly or covertly) 

o Making notes or drawing diagrams of the site 

o Taking an interest in the timings of activities 

o False alarm activations (testing response times) 

o Damage to perimeter security 

o Attempts to disguise identity (hats and hoods) 

o Trespassing with no good reason 

o Asking unusual questions about the site or security arrangements 

o Nervousness 

o Reluctance to be noticed or seen 

 

All suspicious behavior in or around the site must be reported 

immediately to the site supervisor or manager. The police may need to 

be called to investigate. 

 

Making emergency calls 

All security operatives need to know how to call for the emergency 

services when they are required. They need to know where the nearest 

telephones are, or how to use the radio to call for help. 

You need to ring either 999 or 112.This will put you through to the 

emergency services operator. 
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The operator will ask you for the following information: 

 

 which service you require (police/fire/ambulance) 

 the telephone number you are calling from (in case you are cut off 

or for a call back) 

 your exact location (address and postcode) 

 type of incident (fire/crime/accident) 

 details of any casualties 

 extent of the injuries 

 any other dangers or hazards 

 You may be given specific instructions to help you. 

Importance of business continuity plan 

Running a successful business/operation requires an understanding of how 

to serve customers, regardless of change in conditions and circumstances. 

Business continuity plans help companies stay running during critical 

situations such as natural disasters, economic downturns and bad publicity. 

While some business owners like to believe that they can quickly come up 

with a "Plan B" to work through a crisis, the world's best organizations 

spend time making plans for events they hope will never happen. 

 Function: A business continuity plan outlines the steps necessary 

for a company to operate in the wake of a sudden and severe 

change to  conditions. Continuity plans can address basic 

concerns, such as the chain of command in the event a company 

leader dies or becomes extremely ill. Likewise, continuity plans 

reveal backup strategies for drastic scenarios and situations. 

 Benefits : A comprehensive business continuity plan forces 

leaders to review the weaknesses and threats to their 

organizations from a detached perspective. While few business 

leaders want to focus on negative "what if" questions, the process 

of creating a continuity plan can raise concerns about employee 

development and  real estate selection  like location. Tight plans 
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can assure teams that company leaders understand  how to turn 

on a dime during challenging times. 

Module 2:  

Working as a Door Supervisor within the private security industry  

There is no under pining knowledge or self study involved for this module, 

you would be given training once you are at the centre. 

Module 3: 

Conflict Management within the Private Security Industry:  

(Minimum 71/2 hrs of learning required, 7 hrs of learning would be face to 

face during your course you are required to cover the material provided in 

this work book) You would be required to understand conflict, prevent 

conflict, manage conflict and learn from what has happened so that the 

same is not repeated in the future. As part of your distance learning you are 

only required go through the theory of understanding conflict. 

Introduction  

The background to conflict 

 

What is conflict? 

This module explains how conflict situations can be prevented or managed 

with effective communication skills. 

Conflict occurs when people experience a problem so conflict management 

is therefore very much about problem solving. 

The best solutions are those that prevent conflict from happening in the first  

place. However, as this is not always possible a door supervisor/security 

officer/close protection operative must be prepared to respond to any 

situation with a sensible solution. The outcome to a situation can also be 

greatly influenced by a security operative’s choice of behavior. 
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Most people only become aggressive once provoked by a collection of 

circumstances so finding ways to minimize the opportunity for these 

circumstances to arise should be part of any conflict management policy. 

 

Why communication skills and conflict management? 

Conflict is a disagreement, where two people or groups do not agree with 

each others point of view, there could be many reasons for Conflict. Such 

as a customers need is not being fullfilled or there is delay in service. 

Conflict is less likely when communication is clear and understood. 

Understanding this is an essential part of preventing conflict and also 

managing it when it does happen. 

This module lists just a few straightforward techniques that will be easier to 

remember during the heat of a situation. 

Every new situation brings fresh challenges but the security operative must 

always aim to choose the most appropriate solution to resolve any 

situation. 

Despite how skilled a person becomes at conflict management it should be 

accepted that on some occasions no techniques might work. 

 

Employers must protect their staff from violence 

Module 1 shows how employers have a legal duty to protect the health, 

safety and welfare of their staff. 

This duty also extends to work-related violence in all its forms. This means 

any physical violence, verbal abuse, threats or intimidation that happens to 

staff in circumstances related to their work. 

 

Employers must report injuries resulting from violence. 

 

The employer also has a legal duty, under the Reporting of Injuries, 

Diseases and Dangerous Occurrences Regulations 1995 (RIDDOR),to 
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report certain injuries caused by violence. 

 

The risk of violence at work 

 

Violence in a venue will have serious implications and can result in one or 

more of the following: 

 injury or death 

 criminal convictions 

 a stressful working environment 

 poor staff performance and motivation 

 staff leaving their jobs 

 damaged reputation for the venue 

 loss of premises license 

What are the main causes of violence in licensed venues? 
 

In licensed venues, when crowds get larger and larger frustrations start to 

build up as people start to become warmer, more uncomfortable and their 

personal space is increasingly invaded. The crowd may start to 'fight' for 

their own territory. 

Rivalries within the crowd can also come from the way in which people like 

to group themselves together in almost any situation or setting. The reason 

can be anything from which sports team they support to which suburb they 

come from. Rivalries can also be caused by real or imagined romantic 

relationships. 

As the crowd's inhibitions are lowered from using alcohol, and perhaps 

illegal drugs, the closer it gets to the end of the evening the less likely it is 

that trivial disputes will be handled appropriately and sensibly. 

Common flashpoints 

"Hang on a minute! That also happened this time last week!" Usually 

security operatives including door supervisors can build up a picture of the 
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most likely times and places that they experience trouble. Although, the 

common 'flashpoints' for venues are: 

Wherever people have to wait, this includes the entrance queue, at the 

cloakroom, at the section of the bar nearest to the entrance and the queue 

to the toilets. The waiting time also seems that much longer when people 

have drunk alcohol. 

When people are refused entry there are a variety of reasons why certain 

people would not be granted entry or admission. However the venue may 

be able to identify the most likely time when this will happen. For instance 

nearby venues close earlier than you and once they close, people come to 

your venue and your venue is already full. 

Countless disputes that happen inside the premises 

This includes anything from customers breaking the house rules to arguing 

with each other to arguing with the staff. Again, it may be possible to 

identify root causes, for example, the way house rules are explained. 

Special consideration should also be paid when there is a special event 

taking place or it is a popular time of the year to visit licensed premises. 

 

 Plan ahead with the benefit of hindsight... 

 Once a pattern of conflict has been established measures can be put 

in place to reduce the risk. 

 As venues often experience emerging problems this must be an 

ongoing process. 

 As staff change, the venue's response to conflict is also likely to 

change. It is, however, essential to maintain a consistent approach so 

customers know where they stand. 

Despite how skilled a person becomes at conflict management it should be 

accepted that on some occasions no techniques might work. Employers 

must protect their staff from violence Module 1 showed how employers 

have a legal duty to protect the health, safety and welfare of their staff. 

This duty also extends to work-related violence in all its forms. This means 

any physical violence, verbal abuse, threats or intimidation that happens to 
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staff in circumstances related to their work. 
Employers must report injuries resulting from violence The employer also 
has a legal duty, under the Reporting of Injuries, Diseases and Dangerous 
Occurrences Regulations 1995 (RIDDOR),to report certain injuries caused 
by violence. 
The risk of violence at work Violence in a venue will have serious 
implications and can result in one or more of the following: 

• injury or death
• criminal convictions
• a stressful working environment
• poor staff performance and motivation
• staff leaving their jobs
• damaged reputation for the venue
• loss of premises license

Module 4: 
Physical Intervention Skills within the Private Security Industry: 
(Minimum 141/2 hrs of learning required, 11 1/2 hrs of training would be 
giving face to face, you are required to cover the physical intervention 
provided with this work book which requires at least 3 hrs of reading and 
activity). 

What is Physical Intervention:
Physical intervention is the use of direct and indirect force by bodily 
physical and mechenical means to limit someones movement:

Types of Physical intervention;
Restrictive: Is when the subject does not have freedom to move away from 
Physical intervention, it would involve more use of force as compared to 
Non Restrictive.
Non Restrictive: This is when the subject has greater freedom to move 
away from physiacl intervention

http://www.the-sia.org.uk/
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Session 1 

The Health & Safety Executive 
definition of workplace violence is:
"Any incident, in which a person is 
abused, threatened or assaulted in 

circumstances relating to their 
work."

Other Terms 
There is also “Battery” the legal definition of which is: 

        “A harmful or offensive touching of another” 

Harassment is any form of unwanted and unwelcome behaviour 
which may range from mildly unpleasant remarks to physical 

violence 

ABUSE 

THREATS 

ASSAULT 

66 
Since use of force may have some legal consequences if  you cant justify the use of force, hence 
there are some positive alternatives to Physical intervention are:
1. Primary Controls
2. Secondry Controls
We would elaborate on them during your course that what these controls include



Session 2 
Reducing the Risk: 

The clients and customers 

The type of clients or customers you work with is a good indicator of the risk of 

workplace violence. We all understand that our industry serves all types of clientele 

mentally ill clients, substance abusers, criminals, or intoxicated clients can result in a 

much higher risk of onsite assault.  But those of you working in isolation, high crime 

rate locations or working at night face an almost identical level of risk. 

The Employees 

When assessing risk, an employer needs to look at the characteristics of the staff as 

a factor in potential workplace violence. Are all employees well trained in conflict 

management and how to respond to threats, intimidation or physical danger?  Are all 

employees‟ communication skills good enough so the risk of misunderstandings and 

subsequent escalations is low? Will all employees feel comfortable enough to talk 

about potential experiences of workplace violence? Is there anything that might 

increase employee stress on and off the job (e.g. addictions, debt or domestic 

abuse)? 

The Employers 

It is not possible for an employer to control the actions of every person that enters the 

workplace and prevent all assaults entirely, however they do have a responsibility to 

take measures to reduce the risks as far as is reasonably practicable if the risk of 

injury from assault is high. In some cases, for example those involving high risk 

workplaces, it is foreseeable that certain persons may become aggressive and 

attempt to assault a member of staff. Perhaps they have a history of violent 

behaviour, an aggressive nature or become especially agitated under certain 

circumstances. It is important that the needs, medication requirements and behaviour 

of these patients are regularly monitored and staff are made aware of any potential 

problems. 
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Assessing your violence risk factors 

Assess the level of risk by deciding on the probability that violence will occur and the 
severity of any physical or psychological injuries if violence does occur. Take into 
account the: 

• Category of violence that is likely to occur;
• Way that work is organised;
• Layout of the workplace;
• Type of interpersonal interactions that occur in the workplace;
• Level of employee induction, training, skills and knowledge; and
• Current control measures.

Decide if the probability of violence occurring in the workplace is: 

High - violence is likely to occur, or has already occurred. 

Medium - violence has not occurred but indications such as industry trends and local 
crime rates suggest that there is potential for it to occur. 

Low - there is little evidence to suggest that the potential for violence will 
occur in the workplace. 

 If violence does occur, decide whether the severity of any likely injuries 
would be: 

High - may cause physical or psychological trauma that results in either an extended 
absence from work or the need for specialist medical intervention or counselling. 

Medium - may cause physical injury or psychological distress that may require 
absence from work  
. 
Low - may cause physical injury that results in a first aid treatment, or 
Short-term psychological discomfort. 

Areas of risk ( flashpoints) Risk Reduction Strategies 
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Session 3 

Non Physical Intervention Strategies. 

Also known as Conflict Resolution models: 

L.E.A.P.S 

LEAPS can help you defuse and resolve a potentially difficult situation. This 

model also helps to bring a sense of professionalism when applied in the 

workplace. 

L= LISTEN (Take in what is being said, use active 

listening skills to understand what is causing the 

person to become aggressive 

E = EMPATHISE (Show understanding, i.e. try to 

place yourself in their position) 

A =ASK QUESTIONS (Retrieve more information on 

the issue, what is making them angry what can be 

done to resolve this) 

P = PARAPHRASE (Put the facts into your own 

words, and say it back to the person, show them you 

have listened) 

S = SUMMARISE (Condense the Facts of what the 

problem is and how you may be able to resolve it.)  
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5 STEP APPEAL 

The 5 STEP APPEAL model is used to de-escalate conflict. 

It is useful when resolving a difficult situation or where a 

person refuses to comply with a request. 

1. ETHICAL APPEAL.  To make a reasonable request of somebody.

2. REASONED APPEAL. The reason as to why you are making the request.

3. PERSONAL APPEAL. Appeal to their better nature, why you want them to do it?

4. PRACTICAL APPEAL. Last chance to get the person to stop, note consequences

5. ACTION.  Make sure you do what you say you are going to do, 

DYNAMIC RISK ASSESSMENT 

The continuous assessment of risk in the rapidly changing circumstances of an 
incident, in order to implement the control measures necessary to ensure an 
acceptable level of safety. Dynamic Risk Assessment is only appropriate during the 
time critical phase of an incident which is usually typical of the arrival and escalation 
phase of an incident. Acronyms are often used to help in carrying out this on the stop 
risk assessment. One such model is REACT. 

R  Recognise what the situation is you are in 

E  Evaluate your options in the situation 

A  Assess possible solutions 

C  Consider the possible implications of your solution 

T  Time to act and deliver your solution 
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Session 4 

Impact Factors 

It is important that when faced with a potentially violent situation 

that you understand the factors involved when making a decision of 

your course of action based on behaviour shown. 

Table of Behaviours 

1 Low Risk Co-Operative Responds to Verbal Persuasion. 

2 Low Risk Co-Operative 
Needs persuasion to respond to 

verbal commands - guiding 

hand. 

3 Med. Risk 
Un Co-operative 

(Passive) 

Not responding to verbal 
commands / directives but is not 

aggressive towards staff. 

4 Med Risk 
Un Co-operative 

(Active) 

Resisting in a defensive manner 
- may use verbal and 

psychological intimidation & 
threats. 

5 High Risk 
Assailant 

(unarmed) 

Causing actual harm to self, 

others or serious damage to 
property. 

6 
Very High 

Risk 
Assailant 
(ARMED) 

Causing risk to life & limb. 

Think of the Factors as an iceberg, you can only see a small 
fraction of this above water, when faced with aggression from a 
stranger consider what you do not know.   

Known factors; Sex, Size

Unknown; Strength, Skills, Weapons, Injuries, Previous History, Alcohol, Drugs, 
Friends, Mental illness, Peer Pressure, Age. 
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Use of Force 

Any use of force is an assault! 

However, assault may be lawful in certain circumstances 

Two such circumstances are when the assault: 

Is the result of self defence 

Is a consequence of an attempt to save 
life.. 

REASONABLE FORCE 

Reasonable force is deemed such that: 

“You may only use the minimum force as 
is necessary to overcome the resistance being 
offered against you by any person while 
executing your lawful powers..” 
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Deciding whether to use force 

•Door Supervisors should use all available means to avoid physical
intervention wherever possible. Using verbal and non-verbal 
communication should be the first line of approach. 

• Physical interventions should only be used in a last resort in
conjunction with other strategies designed to de-escalate conflict 

• Every situation escalating towards a possible crisis requires dynamic
risk assessment to decide on the safest course of action for all 
concerned  

• Any physical intervention should be justifiable, even if physical
intervention is legally permitted and seems appropriate, it may not be 
safe or in the best interests of the person  

• The use of any form of physical intervention carries the risk of
allegations of assault against staff. However, staff are equally open to 
accusation of a failure of „Duty of Care‟ if customer suffers as a result of 
a refusal to intervene physically where it probably would have kept them 
safe. 

• Where a person has a sensory or physical disability, or a learning
difficulty, particular care will be required to ensure that the person 
understands what is happening and to ensure that actions are not 
discriminatory.  

RISK FACTORS 

Physical Interventions and disengagements are inherently dangerous. 
Anytime we put hands on another person, there are medical risks for 
injury and death. Some of the disorders that place an individual at 
increased risk are: asthma, bronchitis, emphysema, and other respiratory 
disorders. Cardiac conditions are also medical risks factors. Obesity, 
pregnancy or other conditions in which the individual has an enlarged 
abdomen that effects diaphragmatic movement can also be problematic. 
The recent ingestion of food and/or fluids has also been associated with 
physical intervention death due to aspiration. Often these risk factors 
occur in combination. Someone could be overweight with 
cardiopulmonary disease, for example. Other medical risk factors include 
prolonged physical intervention that can put undue stress on the 
cardiovascular system, recent surgery that might cause hemorrhaging 
and seizure disorders 
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Positional Asphyxia 

Positional asphyxia is the most common cause of restraint death. 
Positional asphyxia occurs when the body position interferes with 

respiration, such as: prone positioning (being placed on one‟s stomach), 
especially when obese and over-heated. Flexion of the head into the 
chest – interfering with the upper airway or any position that causes 

partial or complete airway obstruction could lead to respiratory distress 
and or arrest.  

Actions to decrease the risks of positional asphyxia include monitoring to 
ensure an open airway and the encouragement to take deep slow 

breaths. If the person shows signs of distress they should immediately 
be placed in an upright position with their head elevated. Any difficulty in 

respiration requires immediate intervention and any complaints of 
breathing difficulty should be taken seriously. Just because a person can 
talk does not mean that they have adequate oxygen in their bloodstream. 
Color and respiratory rate needs to be assessed and the pulse should be 

evaluated for quality and regularity.  

Aspiration 

In order to decrease the risk of aspiration, the person should be 
monitored closely with their face continuously visible. If the person 

becomes semi-conscious or unconscious, this would signal a medical 
emergency. The person needs to be placed on their side and the mouth 

should be checked for any content and „swept‟ clean. The medical 
condition, not the behavioral condition becomes the clear emergency 

priority and medical assistance should be immediately accessed.  
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Session 5 

LEGISLATION AND THE LAW 

When at work, no matter what your job title you have the right to: 

• Be treated decently and not be molested.
• Not to be assaulted.
• Not to be threatened.
• Work where you want in public without being attacked or interrupted.
• Work without being threatened, hurt or abused.
• Defend yourself, and others if attacked.

Very often people are very afraid to defend themselves for fear of the 
consequences of their actions and this can sometimes cause them to freeze 
and do nothing.  

This is often termed as ‟paralysis by analysis.‟ 

Many assailants have no such inhibitions and may use force whilst their victim 
is considering what to do. One of the factors that can cause this paralysis is a 
lack of knowledge regarding the law. 

The law relating to self-defence is contained in the Criminal law Act 1967 and 
the most relevant legal aspect is one of what is reasonable. 

It is also relevant to mention The European Convention on Human Rights, 
which relates to our rights and what is reasonable and proportionate in relation 
to the use of force.  
The relevant articles, relating to self-defence and reasonable force are: 

Article 2 . Right to life 
 Everyone‟s right to life shall be protected by law. No one shall be deprived  
of his /her lives intentionally save in the execution of a sentence of a court following 
conviction of a crime for which this penalty is provided by law. 
 Deprivation of life shall not be regarded as inflicted in contravention of this 
article when it results from the use of force, which is no more than absolutely 
necessary: 
a) In defence of any person from unlawful violence;
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Article 3 . Prohibition of torture 
No one shall be subjected to torture or to inhuman or degrading treatment or 
punishment. 

Article 5. Right to liberty and security 
1 Everyone has the right to liberty and security of person. No one shall be 
deprived of his liberty save in the following cases and in accordance with a 
procedure prescribed by law: 
a) The lawful detention of a person after conviction by a competent court;
b) The lawful arrest or detention of a person for non-compliance with the lawful
order of a court or in order to secure the fulfilment of any obligation prescribed 
by law; 
c) The lawful arrest or detention of a person effected for the purpose of
bringing him before the competent legal authority on reasonable suspicion of 
having committed an offence or when it is reasonably considered necessary to 
prevent his/her committing an offence or fleeing after having done so; 
d) The detention of a minor by lawful order for the purpose of educational
supervision or his lawful detention for the purpose of bringing him before the 
competent legal authority; 
e) The lawful detention of persons for the prevention of the spreading of
infectious diseases, of persons of unsound mind, alcoholics or drug addicts or 
vagrants; 
f) The lawful arrest or detention of a person to prevent his/her effecting an
unauthorised entry into the country or of a person against whom action is 
being taken with a view to deportation or extradition. 

Section 3 Criminal Law Act 1967 
Any force used must be necessary or reasonably believed to be necessary at 
the time. 
The force used must be actually proportionate to the harm it is intended 
 to avoid. The following sections are the most relevant: 
 A person may use such force as is reasonable in the circumstances in the 
prevention of crime or in effecting or assisting in the lawful arrest of offenders. 
or suspected offenders or of persons unlawfully at large. 
.A person may use such force as is REASONABLE in the circumstances; as 
he/she honestly believes to be necessary to defend him/her or another. Force 
may used for: 
• Self defence
• Defence of another
• Defence of property
• Prevention of crime
• Lawful arrest
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Common Law 
This also provides us with the right to defend ourselves from attack. It is not 
necessary that the defendant be attacked first. In Beckford v R [1988] AC 
130: Lord Griffith said "A man about to be attacked does not have to wait for 
his assailant to strike the first blow or fire the first shot; circumstances may 
justify a pre-emptive strike." 
It is possible that an individual might mistakenly believe himself to be 
threatened or might mistakenly believe that an offence is being committed by 
another person. On the basis of R v Williams (Gladstone) (1984) 78 Cr App R 
276 and Beckford v R [1988] AC 130, it would appear that such a defendant 
would be entitled to be judged on the facts as he honestly believed them to 
be, and hence would be permitted to use a degree of force that was 
reasonable in the context of what he perceived to be happening: 

Employment Rights Act 1966 - Section 44 
Prevents an employer from taking action such as dismissing or disciplining 
an employee who leaves their place of work because of danger which they 
believe to be „Serious and Imminent‟ and which they could not be reasonably 
expected to prevent. 
This includes taking any appropriate steps to protect themselves or others 
from danger. 

Health & Safety at Work Act 1974 - 

Section 2 (1) 
It shall be the duty of every employer to ensure, so far as is reasonably 
practicable, the health, safety and welfare of all his employees. 
Section 2 (2) (c) 
It is the employer‟s responsibility to ensure that employees receive such 
information, instruction, training and supervision, as is necessary, to ensure 
the health, safety and welfare of staff by ensuring staff are competent. 
Section 7 
It shall be the duty of every employee while at work to take reasonable care 
for the health and safety of themselves and of other persons who may be 
affected by his acts or omissions at work. 

Management of Health & Safety at Work Regulations 1992 

This imposes a new requirement for employees to bring to the attention of 
employers any situation or condition which the employees consider to be a 
serious danger and any shortcomings in the employer‟s health and safety 
arrangements. 
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When having to use any 
force against another 

person.  
Remember the “Plan”

P 
• Proportionate – am I using the

right level of force?

L 
• Legal – am I covered by law to

do what I‟m doing? 

A 
• Accountable – Can I justify what

I did, how I did it and why?

N 
• Necessary – was the action

taken necessary?
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Drugs
This government website gives details of current strategies and campaigns. You will find a range of information on 
this website. 
www.drugs.gov.uk 

Equality and Human Rights Commission 
You will find guidelines to discrimination law, best practice advice for organizations and information about 
current campaigns and policies on this website. 
www.equalityhumanrights.com 

Health and Safety Executive 
A large website with a wealth of health and safety guidelines and advice. The website also includes specific 
sections on managing violence in licensed and retail premises as well as work-related violence guidelines in 
general. 
www.hse.gov.uk 

National Security Workers Union (NSWU)
The trade union for the private security industry. 
www.thenswu.org 

National Pubwatch 
This voluntary organization was set up to provide support to existing pub watches throughout the country. 

This website includes information about how to achieve a safer social drinking environment in licensed 
premises. 
www.nationalpubwatch.org.uk 

NACTSO 
This is a counterterrorism website with specific information about what actions pubs, clubs and other venues  
should consider in the light of terrorism. The information for pubs and clubs is contained in the section shown 
as 'crowded places'. 
www.nactso.gov.uk 

Victim Support (England & Wales)
This national charity helps people affected by crime in England and Wales.They give free and confidential 
support to victims and witnesses, whether or not they report the crime to the police. 
www.victimsupport.org.uk 

List of important websites 

http://www.drugs.gov.uk/
http://www.equalityhumanrights.com/
http://www.hse.gov.uk/
http://www.thenswu.org/
http://www.nationalpubwatch.org.uk/
http://www.nactso.gov.uk/
http://www.victimsupport.org.uk/
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Criminal Injuries Compensation Authority 
This website enables you to apply for compensation if you have, as a victim of a violent crime, been physically or 
mentally injured. You must have been injured in England, Scotland or Wales and the offender does not  

necessarily have to have been convicted of, or even charged with, the crime. 
www.cica.gov.uk 

Working the Doors 
The free national on-line forum for frontline door supervisors. 
www.workingthedoors.co.uk 

Security Industry Authority (SIA) 
As the organization responsible for regulating the private security industry this website provides a wealth of 
information about licensing for all of the UK security sectors. 

www.the-sia.org.uk 

http://www.cica.gov.uk/
http://www.workingthedoors.co.uk/
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